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Data protection information 
  
Your personal data will be stored and processed by GIZ GmbH for the purpose of preparing 
and holding the event, for which you register, and will be forwarded to the hosting organizations 
– the Federal Ministry for Economic Cooperation and Development and the cooperation 
partners mentioned in the invitation. The legal basis for this is Article 6(1) b of the GDPR 
(General Data Protection Regulation). 
Furthermore, your data will then be stored and processed in order to provide information about 
future events. The legal basis for this is Article 6(1) f of the GDPR (General Data Protection 
Regulation). 
You have the right to inquire about your personal data, to have them rectified if they are 
incorrect, and to demand that their processing be restricted, or that the data be deleted. The 
data will then be deleted. Furthermore, you can at any time, withdraw your consent to the use 
of your personal data. This does not affect the lawfulness of any processing of your data before 
your consent was withdrawn. Please send the withdrawal of your consent by email to: ef-
datenschutz@giz.de. If all your personal data are deleted before the event commences, you 
will, unfortunately, be unable to take part. 
The controller of the data processing is GIZ, Friedrich-Ebert-Allee 32 + 36, 53113 Bonn, 
Germany. If you have any questions or complaints about this declaration, you may contact 
GIZ’s data protection officer by email: dsm@giz.de.  You have the right to lodge complaints 
with the data protection supervisory authority. The responsible authority is the Federal Data 
Protection Commissioner. 
 
 
 
Saved data 
 
We legally store and process the following personal information when you visit our websites: 
 
Server Logs: The IP address of the requesting computer, along with the date, time, request, 
which file is requested (name and URL), what amount of data will be transmitted to you, a 
message indicating whether the request was successful, recognition data of the requestor the 
browser used and the operating system used, as well as the website from which access was 
made (should the access be via a link). The server logs are stored to check the system security, 
administrate the websites technically, as well as to be able to optimize the offer. These data 
will be leaked to law enforcement authorities should a hacking attack occur. A further passing 
on to third parties does not take place. 
 
Evaluation of e-mails: Via our E-mail service provider we automatically record and analyze the 
opening of e-mails as well as clicking on the links contained therein. 


